
publication of a patient information leaflet. One
should not assume, however, that anonymising data
for medical research is a clear and simple endeavour
in which all one needs to do is follow this type of best
practice.

The Data Protection Directive and the
Data Protection Act
The protection of privacy of data is regulated in all
member states of the European Union by national leg-
islation drawn up in response to the Data Protection
Directive (Directive 95/46/EC), which seeks to harmo-
nise the rules of data protection throughout the Union
(all current national data protection legislation can be
found at http://europa.eu.int/comm/internal_market/
privacy/index_en.htm).

The Directive provides that the use of anonymised
data falls outside its remit: “the principles of protection
shall not apply to data rendered anonymous in such a
way that the data subject is no longer identifiable”
(Recital 26). Thus, Donnan et al correctly state that the
anonymised data in their study were not subject to the
Data Protection Act 1998. This point was further clari-
fied for England and Wales in a judgment of the Court
of Appeal.1

However, neither the directive nor national law
explain how the process of anonymisation of
nominative data is to occur. In the United Kingdom
the Office of the Information Commissioner, the
regulatory authority established under the Data
Protection Act 1998, has issued a guidance note on
the concept of “personal data,” which states that,
although anonymous data may fall outside the remit
of English law, the act of anonymisation does not: “In
anonymising personal data the data controller will be
processing such data and, in respect of such
processing, will still need to comply with the
provisions of the Act.”2

It seems then that a rather peculiar situation exists
where, in order to anonymise data, one needs the con-
sent of the data subjects.

In the case of medical research, two ways around
this issue exist. Firstly, researchers may use (and
anonymise) data without prior notification of the data
subjects only if they can comply with the special provi-
sions in the data protection legislation, which provide
for sensitive data to be processed for the purposes of
medical research only by a health professional or a
person who owes a duty of confidentiality that is
equivalent to that which would arise if that person were
a health professional.3 Secondly, personal data may be
used for research purposes without prior consent of
the data subjects if a list of rigorous requirements are
followed.4

Given the lack of clarity and the complexity of
legally anonymising data, the time is ripe for regulators
to address the role of anonymisation of data in medical
research again. Anonymisation facilitates research and
protects confidentiality, and every effort should be
made to support its practice.

Recent research shows that most European
citizens generally trust healthcare providers to
treat their data with due respect for confidentiality:
in a recent Eurobarometer survey 84% of EU

citizens reported that they trusted the medical
profession in this way, although only 42% knew of the
need to provide agreement for someone to use their
personal information and their right to oppose
some uses.5 Let us build on this trust by, on the one
hand, providing good information on the use of data
in medical research and, on the other, providing the
proper legal framework for the use of anonymisation
techniques as demonstrated by MEMO. Both at
European and national level every effort should be
made to make the best possible use of modern
anonymisation technologies so that patients’ privacy
can be simply and effectively protected while vital
medical research based on individual records
continues.
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Corrections and clarifications

Lessons from developing nations on improving health
care
We inadvertently omitted the acknowledgment in
this Education and Debate article by Donald M
Berwick (8 May, pp 1124-9). It should have read: “I
thank Joe McCannon, Meera Kotagal, Frank
Davidoff, Jane Roessner, and Val Weber for their
help in preparing this manuscript. The paper is
based on a plenary address delivered at the 3rd
Asia Pacific Forum on Quality Improvement in
Health Care, cosponsored by the Institute for
Healthcare Improvement and the BMJ Publishing
Group, in Auckland, New Zealand, 5 September
2003.”

No mean feet
In this profile of Pramod Karan Sethi (who
invented two prostheses, known as the Jaipur foot
and the Jaipur limb (a below-the-knee prosthesis))
by Dinesh Singhal and Samiran Nundy, several
inaccuracies may have misled readers (3 April,
pp 789). It is the limb (not the foot, as we stated)
that is tailor made (and takes 45 minutes to an
hour to fit); the foot is taken from available stock.
The costs for the foot and the limb are higher
than stated—currently 250 rupees (£3; $5.50;
€4.70) and 1500 rupees respectively. The workshop
that Dr Sethi helped to set up was in Phnom
Penh, Cambodia (not in Vietnam, as we
stated), although he did train technicians from
Vietnam.

Minerva
Minerva wishes to correct her description of the
Miners and General Workers Compensation
Recovery Unit as a government scheme
(31 January, p 296). The organisation is in
fact an independent commercial venture and
as such should not have been endorsed by the
BMJ.

Information in practice
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